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- Know how to spot a phishing attack ([http://go.middlebury.edu/phished](http://go.middlebury.edu/phished)).
- Stay educated on current phishing attacks and scams ([http://phishing.org](http://phishing.org)).
- Delete suspect emails or forward them to phishing@middlebury.edu.
- If you have fallen for a phishing attack, change your password immediately; then call 802-443-2200.
- Read all emails carefully. Watch for unusual grammar and content.
- If you cannot verify the sender of an email don’t click on links or open attachments.
- Hover over links in an email to verify their destination.